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EIS 
Answer 1 
 
A) An Information System Model involves the following steps. These basic activities of an Information System 

helps Entities in making decisions, control operations, analyze problems and create new products or 
services.(1 mark)  
1. Input: Data is collected from internal and external environments of an Entity, and converted into a 

sutiable format required for processing. (1 mark) 
2. Processing: Data is converted into information (i.e. more meaningful form) obtained after 

manipulation of these collected data. (1 mark) 
3. Storage and Output: Information is stored for future use or communicated to User after application of 

specified procedures thereon. (1 mark)  
4. Feedback: Feedback represents output that is returned to appropriate members of the Enterprise, to 

help them to evaluate at the input stage. (1 mark) 

 
  

B) (1 mark each) 
Item  Nature Reasoning 

(a) 
Preventive 
Control  

This control prevents malicious act. If the User – ID is recorded in the database along with 
the details of the transaction initiated by the User, it will help in tracing errors due to data 
input, and thus prevents critical errors in a financial system.   

(b) 
Detective 
Control  

This control is designed to avoid omissions or malicious acts that occur, and reports the 
occurrence. A Periodic Report of error occurrences gives a clear understanding of lawful 
activities and anything which deviates from these is reported as unlawful and malicious.   

(c) 
Corrective 
Control  

This control reduces the impact or corrects and error once it has been detected. This 
control isn a part of a Business Continuity Plan, and is considered to be significant 
corrective  

(d) 
Preventive 
Control  

This control is implemented to prevent unauthorized access. This preventive control 
addresses the probable threats in an authentication mechanism.  

(e) 
Compensatory 
Control  

This control is designed to reduce the probability of threats and possible exploitation of 
the vulneravilities of accessing the asset and leading to losses. Here, the cost of the Plastic 
ID – Card is negligible when compared to nthe cost of the assets being protected. The 
compensatory measure can reduce the probability to the assets.  

 
Answer 2 
A) 
1. Meaning: Management Controls are adopted by the Management of an Enterprise are to ensure that the 

information systems function correctly and that they meet the strategic business objectives. (1/2  mark) 
2. Scope: The scope of Management Controls includes – (1/2  mark) 

 (a)  Farming high level IT Policies,  Procedures and Standards on a wholistic view, [Note: The high level 
Policies establish a framework on which the controls for lower hierarchy of the Enterprise can be 
based.]  
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 (b)  Estabilishing a sound Internal Controls Framework whithin the organization.   
3. Sub – Systems: Management Controls may be further analysed into the following sub – systems – (3 mark) 

Controls Scope: Controls in this area cover – 

(a) Top Management and 
Information System 
Management Controls 

 Top Management’s role in planning. Organizing. Leading and controlling the IS 
Function.  

 Role of Top Managemnt in Long – run policy decision – making and in 
translating long – run policies into short – run goals and objectives.  

(b) System Development 
Management Controls 

Contingency Perspective on models of the IS Development Process that Auditors 
can use as a basis for evidence collection and evaluation.  

(c) Programming 
Management Controls 

Major Phase in the Program Development Life Cycle and the important controls 
that should be exercised in each phase.  

(d) Data Administration / 
Resource Management 
Controls 

Role of Database Administrator and the controls to be execised in each phase.  

(e) Quality Assurance 
Management Controls 

Major functions that QA Management should perform to ensure that the 
development. Implenmentation. Operation. And maintenance of IS, conform to 
Quality Standards.  

(f) Security Administration 
/ Management Controls 

Major Functions performed by Security Administrators to identify major threats to 
the IS functions, and to design, implement, operate, and maintain controls that 
reduce expected losses from these threats to an acceptable level.  

(g) Operations  
Management Controls 

Major Functions performed by Operations Management to ensure the day – to – 
day operations of the IS function are well controlled.  

 
B) (1 mark for each point) 
1. Auditors should be able to obtain resources required from the organization to support development, 

implementation, operation, and maintenance of continuous audit techniques. Such resources may not 
always be available.  

2. Continuous Audit Techniques are more likely to be used, if Auditors are involved in the development work 
associated with a new application system. However, Auditors are brought into the picture only during 
implementation phase.  

3. Auditors need the knowledge and experience of working with computer systems to be able to use 
Continuous Audit Techniques effectively and efficiently.  

4. Continous Auditing Techniques are more likely to be used where the audit trail is less visible and the costs of 
errors and irregularities are high.  

5. Continuous Audit Techniques will be effective, only when they are implemented in an application system 
that is relatively stable. Frequent changes to the system make audit techniques less effective.   
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Question 3 

A) (1 mark for each point) 

  
 
 
B)  
Mobile Computing operates similar to an Employee’s Desktop PC access the Organization’s applications, except 

that the User’s Device is not physically connected to the organization’s system.  
1. Data Entry by User: The User enters to access data using the application on handheld computing device. (1 

mark) 
2. Connect: (1 mark) 

(a)  Using one of the several connecting technologies, the New Data are transmitted from the Handheld 
Device to the Site’s Information System where files are updated and the new data are asscessible to 
other System User.  

(b)  The communication between the User Device and Site’s Informating Systems uses different methods 
for transferring and synchronizing data, somr involving the use of Radio Frequency (RF) technology.  

3. Sync. Now both systems (Handheld and Site’s Computer) have the same information and are in sync. (1 
mark) 

4. Data Flow: the process work the same way starting from the other direction. (1 mark) 
 
Answer 4 

A)  

(1/2 mark for each point) 
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For effective implementation of Green Computing, Government Regulation as well as – informed 

work habits of computer Users are necessary. Some such steps for Green IT include –  

1. Use energy – efficient Central Processing Units (CPUs), Serves and Peripherals.  

2. Switch Off the the CPU and all peripherals during extended periods of inactivity.  

3. Switch – on and Switch – off energy – intensive peripherals such as Laser Printers, according to need of 

use.  

4. Use Liquid Crystal Display (LCD) Monitors rather than Cathode Ray Tube (CRT) monitors.  

5. Use Notebook Computers rather than Desktop Computers whenever possible.  

6. Use the power – management features to turn off Hard Drives and displays after several minutes of 

inactivity.  

7. Minimize the use of paper and properly recycle waste paper.  

8. Dispose off e – waste according to applicable law and regulations.  

9. Employ alternative energy sources for power supply to workstations, Servers, Networks and Data 

Centres.  

10. Plan work so as to handle all computer – related tasks in one go, instead of alternating between 

paperwork and system – work. Switch off Computer in durations of paperwork. 

  

B) (1 mark for each point) 

Application Software have 4Gateways through which the Bank / Entity can control the functioning, 

access and use the various menus nad functions of the software –  
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Answer 5  
A) (3 marks – 1st part, 1 mark – 2nd part)  

 
 
B)  
1. The appropriate Government may, by notification in the Official Gazette, declare any computer resource 

which directly indirectly affects the facility of Critical Information Infrastructure, to be a Protected System. (1 
mark) 

2. CriticialInformation Infrastructure means the computer resource, the incapacitation or destruction of which, 
shall have debilitating impact on national security, economy, public health or safety. (1 mark) 

3. The appropriate Government may, by order in writing, authorize the persons who are authorized to access 
notified Protected Systems. (1 mark) 

4. Any person who secures ccess or attempts to secure assess to a protected system in contravention of the 
provisions of this section shall be punished with imprisonment of either description for a term  which may 
extend to 10 years and shall also be liable to fine. (1/2  mark) 



 

 

Page | 6 

 

5. The Central Government shall prescribe the information security practices and procedures for such Protected 
System.   (1/2  mark) 

Answer 6  

 
(b) The output for the above program is as follows: 1 2 6 42 

 
 
 

 

(c) The output of the above program in case N is initialized as 0 will be - 0, 0, 0, 0, 0 

…………………………… (infinite loop) 

 
  

 
SM 

Answer 1  
A) (1 mark each) 

 
 
B) (1 mark each) 
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Answer 2 (4 marks – 1st, 2md, 3rd part, 4 marks – 4th part) 
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Answer 3 
A)  
1. Defined Study:  Business Policy is the study of – (a) the functions and responsibilities of Senior Management, 

(b) the crucial problems that affect success in the total enterprice, and (c) the decisions that determine the 
direction of the organization and shape its future. (2 marks) 

2. Organized: Business Policy emphasize on the rational – analytical aspect of Strategic Management and 
Strategic decision – making. (1 mark) 

3. Framework: Business Policy presents a framework for understanding strategic decision – making. This 
Framework enables a Manager to make preparations for handling general management responsibilities. (1 
mark) 

 
B) The strategy making and implementing process consists of five inter – related Managerial tasks. These are –  
1. Setting Vision and Mission: Forming a Strategic Vision of where the Enterprice in headed, so as to provide 

long –term direction, identify what kind of Enterprise the Company is trying to become, and infuse the 
organization with a sense of purposeful action. (1 mark) 

2. Setting Objectives: Converting the Strategic Vision into specific performance outcomes or goals, for the 
Company to achieve. (1 mark) 

3. Crafting a Strategy to achieve the desired outsomes. (1/2 mark) 
4. Implementing and Executing the chosen strategy efficiently and effectively. (1/2 mark) 
5. Evaluating Performace & intiating corrective adjustments in vision, long – term direction, objectives, 

strategy, or execution in light of actual experience, changing conditions, new ideas, and new opportunities. 
(1 mark) 

 
Answer 4 
A) Types of Objectives (1 mark for each point) 

1. Objectives can be classified into – (a) long – term objectives, and (b) short – term objectives. 
2. Strategies represent the actions to be taken to accomplish long – term objectives.  
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3. Long – term Objectives represent the results expected from pursing certain strategies.  
4. Short – term Objectives helps to focus attention on delivering immediate performance improvements. 

They serve as ‘milestones’ in achieving long – term objectives.  
 
B) Combination Strategy (2 marks for each point) 

1. Meaning:  
(a)  Stability, Expansion and Retrenchment Strategy alternatives are not mutually exculsive. Hence, a 

combination thereof can be adopte.  
(b)  Example: An Enterprice may seek stability in R & D area of activity, expansion in some product 

lines and retrenchment in the less profitable products. Alternatively, Retrenchment of ailing 
products followed by stability and capped by expansion in some situtations.  

 2. Reasons: Some reasons for adopting Combination Strategy are –  
(a)  The organization is large and faces complex environment.  
(b)  The organization is composed of different business, each of which lies in a different industry 

requiring a different purpose  
 
Answer 5 
A) (1 mark for each point) 

 
 
B) (2 marks for each) 
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Answer 6 
A) (concept – 2 marks, merits & demerits – 2 marks) 

 
 
B) (1/2 mark for each point, 1st point- 1 mark) 
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